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Symantec AntiVirus™ for Microsoft® SharePoint®
Protects portal environments from viruses, worms, and Trojan horses
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Overview

Symantec AntiVirus for Microsoft SharePoint provides

comprehensive detection and removal of security threats

to the portal environment. It employs Symantec’s proven

antivirus technologies for non-stop, rapid discovery and

repair of viruses, worms, and Trojan horses in all major file

types, including mobile code and compressed file formats.

The solution protects organizations from the latest 

outbreaks through frequent, automatic virus definition

updates, without administrative intervention or business

disruptions. Files are scanned within milliseconds – 

completely unnoticed by users – and the solution redirects

all irreparable virus-infected files to a safe area of the

server. Administrators can even manage configuration, 

logging, reporting, and alerting remotely.

Key Benefits

• Protects Microsoft Office SharePoint Portal Server 2003

from viruses, worms, and Trojan horses in all major 

file types  

• Integrated LiveUpdate™ functionality ensures virus cures

can be deployed rapidly, providing optimal protection

against quickly spreading threats  

• Easily accommodates growing traffic volumes with 

automatic load balancing and licensing configurations

for both internal and external users

• Backed by Symantec™ Security Response, the world’s

leading antivirus and Internet security research and 

support organization

• Award-winning Symantec antivirus technologies enable

administrators to update automatically and dynamically,

without stopping scan services or incurring 

server downtime

Features and Technical Specifications

• Protects Microsoft SharePoint Portal Server 2003

against new and known viruses using Symantec’s 

extensible NAVEX™ antivirus technology

• Uses the ICAP 1.0 protocol, Microsoft Virus Scanning API

and other Microsoft technologies to offer a tightly 

integrated solution

• Provides remote administration for virus protection, 

configuration, logging, reporting and alerting  

• Centralized quarantine allows administrators to redirect

all irreparable, virus-infected files to a safe area 

Minimum System requirements

Symantec AntiVirus for Microsoft SharePoint 

• Windows® Server 2003 Standard or Enterprise Edition 

• Microsoft Office SharePoint Portal Server 2003 with

Service Pack 1 

• 500 MHz Pentium III or higher 

• 512 MB RAM 

• 25 MB hard disk space available 

• Web-based administration requires Microsoft Internet

Explorer 6.0 with Service Pack 1 and Java 2 run-time

environment (version 1.42_05 or later)
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Symantec AntiVirus 4.3 for Microsoft SharePoint on

Windows 2000/2003 Server Platforms 

• Windows Server 2003 or Windows 2000 Server or

Advance Server with Service Pack 2 or later 

• 500 MHz Pentium III 

• 256 MB RAM 

• 25 MB hard disk space available 

• 1 NIC running TCP/IP with a static IP address 

• Web-based Administration requires Microsoft Internet

Explorer 6.0 or later 

• LiveUpdate of virus definitions requires an 

Internet Connection

Symantec AntiVirus 4.3 for Microsoft SharePoint 

on Sun™ Solaris™ 

• Solaris 7, 8, or 9 

• 400 MHz SPARC CPU 

• 256 MB RAM 

• 35 MB hard disk space available 

• 1 NIC running TCP/IP with a static IP address 

• Web-based Administration requires Netscape Navigator

7.01 or later, with a Java 2 run-time environment 

(version 1.4 or later) installed 

• LiveUpdate of virus definitions requires an 

Internet Connection

Symantec AntiVirus 4.3 for Microsoft SharePoint 

on Red Hat Linux 

• Red Hat Linux 7.3, 8.0, or 9.0 

• 500 MHz Pentium III 

• 256 MB hard disk space available 

• 25 MB hard disk space available 

• 1 NIC running TCP/IP with a static IP address 

• Web-based Administration requires Netscape Navigator

7.01 or later, with a Java 2 run-time environment 

(version 1.4 or later) installed  

• LiveUpdate of virus definitions requires an 

Internet Connection
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More information

Visit our Web site

http://enterprisesecurity.symantec.com

To speak with a Product Specialist in the US

Call toll-free 800 745 6054

To speak with a Product Specialist outside the US

Symantec has operations in 35 countries. For specific

country offices and contact numbers, visit our Web site.

About Symantec

Symantec is the global leader in information security pro-

viding a broad range of software, appliances and services

designed to help individuals, small and mid-sized busi-

nesses, and large enterprises secure and manage their IT

infrastructure. Symantec’s Norton brand of products is the

worldwide leader in consumer security and problem-solv-

ing solutions. Headquartered in Cupertino, Calif., Symantec

has operations in more than 35 countries. More informa-

tion is available at www.symantec.com.

Symantec World Headquarters

20330 Stevens Creek Blvd.

Cupertino, CA 95014 USA

408 517 8000

800 721 3934

www.symantec.com

 


