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ESET® NOD32® Antivirus for Microsoft® Exchange®



Since most viruses and malicious software come from email, protection should be applied at the distribution point – the mail server.

ESET NOD32 Antivirus for Microsoft Exchange brings lightweight and powerful protection for business-critical email servers. It offers 

multithreaded background scanning for higher performance, and rule-based customized scanning for greater efficiency.

Every email is scanned before it reaches the end users. Stored mail can be automatically rescanned with each signature update.

ESET NOD32 Antivirus for Microsoft Exchange automatically detects threats and stops outbreaks, preventing disruptions to your 

business. 

Key Benefits
Complete email protection means business runs smoothly. Scan all email entering the network for threats that can cause •	

business disruptions and financial damages.

Flexible configuration minimizes impact on resources – scan email on access or in storage on the Exchange server. Control •	

how and when to scan specified range of email messages, as well as how long to run each scan.

ESET NOD32 Antivirus for Microsoft Exchange



1st
hour

0
hour

2nd
hour

3rd
hour

4th
hour

Competitive 
Reactive 

Detection

ESET
Proactive Detection

Starts Here

Malware 
Outbreak

Samples Sent To 
AV Companies

Signature 
Updates

Customers Begin 
To Download

Malware Propagation (In
fected M

achines)

ThreatSense
Technology

	 New Features

Full Microsoft Exchange 
2007 support

Supports the following systems:
32-bit version for MS Exchange 5.5 SP3, 2000 
SP1 & 2003
64-bit version for MS Exchange 2007

Improved architecture Virus scanner runs inside the NOD32 Control 
Center as a separate process, independently 
of the MS Exchange Server process (Optional 
on 32-bit version).

More granular scanning 
scoping

Background scan can be configured to run 
only on messages received in certain time 
period – last week, month, three months, 
six months, one year or all messages. 
Additionally the product may be configured 
to scan only plain text, RTF, or messages with 
attachments.

Background scan scheduling Background scans can be scheduled to run 
only in a specified time frame, for example 
during non-business hours when server load 
is lower.

Mailbox specific rules Rules can now be executed based on mailbox 
name.

Performance monitoring Log file now includes performance 
information, which can be used by 
administrator to optimize configuration 
settings.

System Requirements
Operating Systems:		  Microsoft® Windows® NT 4.0 Server

		  Microsoft Windows 2000 Server

		  Microsoft Windows Server 2003

		  Microsoft Windows Server 2008

Mail Server:		  Microsoft Exchange Server 5.5 SP3 and higher

		  Microsoft Exchange Server 2000 SP1 and higher

		  Microsoft Exchange Server 2003

		  Microsoft Exchange Server 2007

Hardware:		  30MB free hard disk space.

		  32MB RAM in addition to minimum operating system 		
		  and MS Exchange Server requirements.
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