
Provides anti-virus barrier 

for SharePoint farms:

Filtering of Content:

Highly Scalable:

• HIGH PERFORMANCE SCANNING ENGINE

• CENTRALIZED MANAGEMENT OF 
SECURITY SETTINGS

• DETAILED MONITORING

• PREVENT INAPPROPRIATE 
EXTERNAL UPLOADS

• ENFORCE INTERNAL 
COMMUNICATION POLICIES

• BLOCK STORAGE BY FILE TYPE OR 
TEXT CONTENTS

• LOW IMPACT ON SYSTEM RESOURCES

   KASPERSKY 
SECURITY FOR 
COLLABORATION
SharePoint is designed to provide collaboration, fi le storage and information 

sharing. However, without proper anti-virus technology you could be opening 

your organization to the spread of malware from this collaborative platform. 

Kaspersky Security for Collaboration provides premium anti-malware 

protection and helps enforce internal communication and storage policies by 

introducing appropriate content fi ltering. Kaspersky Lab has the solution for 

users to collaborate with confi dence!

Kaspersky Security for Collaboration provides an anti-malware barrier to 

protect the entire SharePoint farm from infected uploads and downloads. 

Even with this broad range of protection, the administrator’s workload is 

optimized from a single administrative dashboard.

SUPERIOR FEATURES:

World-Class Anti-Malware Detection — Innovative detection 
technology designed to identify and block malware from attempted 
uploads or downloads in real-time.

Centralized Management of All Servers — Designed for ease of 
use by the administrator, global settings can be configured on all 
protected servers from a single dashboard.

Enforcement of Content Policies — Prevents end-users from 
storing specified types of files, (e.g. music, video, executable files) 
or files with inappropriate text.

Detailed, Flexible Reports — Monitor security policies and 
statistics for detailed analysis of security status. Reports can be 
delivered via email in HTML format.

Powerful Administrative Tools — Integration with Active 
Directory streamlines setup and user authentication. Flexible 
notifications, detailed logs and backup of modified files allow for a 
quick response to any violations or security issues.



GENERAL REQUIREMENTS FOR KASPERSKY 
SECURITY FOR COLLABORATION:

SharePoint Server 2007 x86/x64 with latest service pack
SharePoint Server 2010 with latest service pack

Windows 2003 x86/x64 with latest service pack
Windows 2003 R2 x86/x64 with latest service pack
Windows 2008 x86/x64 with latest service pack
Windows 2008 R2 with latest service pack

KASPERSKY SECURITY CENTER ADMINISTRATION 
CONSOLE REQUIREMENTS:

OPERATING REQUIREMENTS:
Windows Server
•x32/x64 2003 Standard SP2
•x32/x64 2003 R2 Standard SP2 and higher
•x64 Enterprise SP2 and higher
•x32/x64 2008 Standard / Enterprise SP2 and higher

Small Business Server 2008
(x64 Standard/Premium)

HARDWARE
2.0 GHz or higher
1 GB RAM
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NOT ALL FEATURES ARE AVAILABLE ON ALL PLATFORMS.  

For details, please consult www.kaspersky.com
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